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Infrastructure, transport, and logistics
We conduct frequent third-party due diligence for one of the world’s 
largest shipping and logistics conglomerates, and we are well-versed in 
the workings of concession processes for ports and transport terminals 
throughout the continent. Much of our private equity work derives 
from infrastructure investment, and we are well-placed to assist clients 
navigate the complexities of doing business in this sphere.

Consumer and retail
We are trusted due diligence providers for some of the world’s largest 
online retail and consumer goods multinationals, including one of 
the US’s largest publicly-traded alcoholic beverage producers, which 
maintains extensive distribution networks across southern Africa. We 
conduct diligence on local counterparties for these clients to identify 
labour and human rights, environmental, bribery and corruption, 
governance and ethical issues, and other reputational concerns within 
our clients’ supply chains.

Pharmaceuticals
We frequently conduct human source-led investigations for global 
pharmaceutical companies looking to better understand the risks 
of engaging with third parties throughout Africa. We have recently 
completed multiple on-the-ground investigations into the reputations 
and track records of numerous local pharmaceutical companies in West 
and Central Africa. This company-specific analysis was combined with 
broader sectoral analysis relating to environmental and social concerns 
inherent in the pharmaceuticals sector, as well as analysis of the risks 
posed by regional counterfeit drugs networks and the prevalence of 
informal markets.

S U B - S A H A R A N  A F R I C A 

Our culture here at S-RM is the result of years of talented, curious people coming together and 
working out how best to solve complex problems for our clients, and it’s our ability to bring 
sharper thinking to everything we do which enables us to stand apart from the competition. Key to 
our success is our people and our unequivocal commitment to conducting our business ethically 
and in accordance with applicable laws and regulations. Many of our services are intrinsically 
linked to ethical business practices and support clients in achieving compliance with their legal 
and regulatory obligations by providing them with actionable information to make decisions. 

S-RM’s Supervisory Board and Executive Committee are committed to ensuring that our business 
has in place appropriate systems, policies, and processes to support and promote effective 
governance and ethical decision-making, reflective of the specific risks and nuances of the 
industry in which we operate. Our core values are based on transparency, collaboration and trust 
and it is on these foundations that we will continue to build our business and our brand.  

The purpose of this Code of Conduct (the “Code”) is to give guidance on ethical business 
practices and to have a clear set of standards and principles outlining how we are all expected 
to operate.  Although much of the guidance is common sense, we require you to read the Code 
carefully and embed it in your everyday work. It is not intended to address every situation that 
may arise, and we therefore rely on you to exercise sound judgment and decision-making, 
seeking clarity where appropriate. If you have any questions about the Code or believe it has been 
violated, please do not hesitate to discuss with your manager, HR, the Legal, Risk & Compliance 
team or with me directly. 

Thank you for committing to our Code of Conduct. 

Yours sincerely,

Heyrick Bond Gunning
Chief Executive Officer

C O D E  O F  C O N D U C T
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1. Scope

1.1 The Code applies to all persons working for S-RM Intelligence and Risk 
Consulting Limited or any group company (“S-RM” or the “Company”), 
including employees at all levels, directors, officers, agency workers, 
seconded workers, volunteers, interns, and individual temporary or fixed 
term contractors, wherever located. We also expect our subcontractors, 
consultants, vendors, and partners to comply with the principles of the Code 
and our core values when working for or on behalf of S-RM.

1.2 The Code does not form part of any contract of employment or contract to 
provide services, and we may amend it at any time.

1.3 All policies, procedures and guidelines referenced in this Code are 
available on the Company’s intranet.

2. Values

2.1 Our commitment to conduct our business and relationships with 
transparency and the highest standard of ethical conduct is consistent with 
S-RM’s four core values which are:

•	 We put client service at the heart of everything we do
•	 We trust, respect and look out for each other
•	 We are collegiate and put the team before ourselves
•	 We are always learning and sharing our knowledge 

2.2 We believe that embedding these values in our work and everyday 
practice helps us to maximise value when providing service to clients. 
In addition, these values help make S-RM an inclusive and supportive 
environment for our employees and one which fosters learning and 
development.

2.3 Part of our bi-annual performance review includes appraising employees 
at all levels of the Company against how well we have demonstrated these 
values. This process ensures that each of us are held accountable and that 
these values become embedded in our company culture. 

3. Governance and responsibility for the code

3.1 Our corporate governance structure aims to promote responsible and 
ethical decision making which considers the interests of all stakeholders, 
including environmental and social factors in addition to the financial. 
We have several formal committees in place as part of this structure. They 
include the Board of Directors of the Company (the “Supervisory Board”), the 
Executive Committee, the Remuneration Committee, and the Risk Committee. 
Each Committee has a specific purpose and mandate. We seek to structure 
and organise our committees in a manner that ensures that they are attended 
by those with the necessary skills and expertise, so that independence and 
objectivity is preserved and that decisions are taken at the appropriate level.

3.2 The Supervisory Board has ultimate responsibility for ensuring that the 
Code complies with our legal and ethical obligations, and that all those under 
our control comply with it. The Executive Committee has primary and day-to-
day responsibility for implementing the Code.

3.3 In adopting the Code, the Supervisory Board and Executive Committee 
acknowledge that implementation of its provisions is a core accountability 
of the Executive Committee, but they are also subject to and responsible for 
complying with the Code.

3.4 The Supervisory Board and Executive Committee recognise the 
importance of separating corporate governance, assurance, and 
management of governance-related risk from the executive management 
of the Company, hence, the S-RM Risk & Compliance and Legal teams are 
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responsible for monitoring the Code’s use and effectiveness, dealing with 
any queries relating to its content, auditing internal control systems and 
procedures to ensure they are effective in managing ethics and conduct on 
behalf of S-RM, and providing adequate and regular training on the Code 
and the issues covered by it.

3.5 S-RM operates an Enterprise Risk Management (ERM) Framework, which 
includes assessing and managing risks associated to our business conduct 
and ethics, such as modern slavery and human trafficking. The S-RM Risk 
Management Procedure provides guidance on how we assess and respond 
to risk across the business, including all S-RM business units, departments, 
and international offices. The S-RM Risk Committee has responsibility for and 
oversight of these processes and meets on a quarterly basis to review their 
effectiveness.

3.6 Management at all levels are responsible for ensuring those reporting to 
them understand and comply with the Code.

4. Workplace environment

4.1 Equality, Diversity and Inclusion
We firmly believe that equality, diversity, and inclusion (EDI) is critical for our 
business to continue to evolve, to enhance our culture and brand, and to 
allow us to achieve our strategic aims. The diversity of skills, backgrounds and 
experiences at S-RM enables us to respond to our clients more effectively.   
We have established four employee networks for Women, LGBT+, Disability & 
Neurodiversity, and Race, Ethnicity, Religion & Culture. Each is sponsored by a 
member of the Executive Committee. Network leads work with EDI champions 
to engage with people across the business to understand their views on 
equality, diversity and inclusion, and to deliver awareness-raising initiatives 
throughout the year. More details and further information are available on 

the Company’s intranet.

4.2 Discrimination, Harassment and Bullying
We are committed to providing an inclusive work environment recognised 
for its equality and diversity, and we treat everyone with fairness, respect 
and dignity. We do not tolerate any discrimination. Discrimination 
includes all unequal treatment, exclusion or preference based on race, 
gender, age, disability, sexual orientation, religion, political views, 
national or ethnic origin or any other characteristic that results in 
compromising the principle of equality. We expect you to demonstrate 
professionalism and integrity at all times and to treat everyone you meet 
through work or work-related activities in a respectful manner. We will 
not tolerate any form of harassment or actions that reasonably can be 
considered as offensive or intimidating, including any form of unwanted 
attention of a sexual nature. As part of your contract of employment you 
are expected to familiarise yourself with our internal HR policies and 
employee handbook upon joining the business, this includes the S-RM 
Dignity at Work Policy.

4.3 Health, Safety and Wellbeing
We are committed to providing a safe and healthy work environment for 
employees, clients, and visitors whether working in or visiting an S-RM 
office, travelling for business or working remotely. We have controls, 
training and resources in place which aim to ensure prevention of 
accidents and promote a safe and healthy working environment.  We 
maintain the S-RM Health and Safety Policy and the S-RM Travel Policy, 
which provide more detail on both topics. We provide information about 
workplace safety and health issues through internal communication 
channels such as manager-employee meetings, intranet postings, 
memos, or other communications. You must immediately report any 
unsafe condition to your manager or the relevant office manager.
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4.4 Workplace Violence
We will not tolerate any acts or threats of violence against our employees, 
clients, vendors, subcontractors, or visitors either on Company premises or 
through its communications channels. Additionally, any acts or threats of 
violence committed by employees or sub-contractors while doing business 
on behalf of the Company will not be tolerated. Any threatening behaviour 
must be reported immediately.

4.5 Drugs and Alcohol
Using, consuming or being under the influence of drugs, alcohol, or any 
other substance that may impair your ability to work safely and productively 
is strictly prohibited. No employee or other personnel may sell, buy, use, 
possess, or transfer illegal drugs or other illegal controlled substances while 
on Company premises or while conducting Company business. Drinking or 
being under the influence of alcohol in the workplace or while conducting 
Company business is also prohibited, except for moderate and responsible 
consumption of alcohol in appropriate firm-sanctioned events or business-
related entertainment functions. 

5. Business practices

5.1 Conflicts of Interest
A conflict of interest may occur when your personal interests and S-RM’s 
interests are different, and this may interfere with your ability to perform 
your work objectively and effectively. We expect you to always act in the best 
interests of S-RM when you are representing the Company. You should also 
avoid situations that could be perceived as a conflict of interest. Conflicts may 
arise, for example, from personal investments or financial interests, service on 
boards of other entities, outside employment, personal or family relationships 
that overlap with your professional life, financial or business relationships, 
or any situation in which you may be inappropriately influenced in making 
a business decision. As it is not possible to describe every potential conflict 

of interest, we rely on you to exercise sound judgment, seek advice when 
appropriate, and avoid situations where anyone could question whether you 
were inappropriately influenced in making a business decision. You must 
disclose to the Legal, Risk & Compliance team any activities that you think 
might involve a conflict of interest.

We have in place well established processes and procedures which seek 
to avoid any conflicts of interests arising either at the outset of or during 
a client engagement.  Any actual or potential conflicts are flagged and 
escalated immediately for resolution. We also conduct compliance checks on 
all clients as part of the onboarding process.

5.2 Competition
S-RM conducts its business in accordance with all applicable competition 
laws (also referred to as antitrust laws in some jurisdictions). In general, 
these laws prohibit unfair methods of competition and activities designed 
to unreasonably restrain trade. Failure to comply with applicable antitrust or 
competition laws can result in custodial sentences for individuals and large 
monetary penalties for both the Company and individuals. Additionally, in 
some jurisdictions private parties may bring civil suits to recover damages. 
Competition laws prohibit agreements or understandings among competitors 
that are deemed collusive or anti-competitive, such as agreements to 
fix prices, restrict output or sales, reduce or eliminate competition in a 
competitive bidding process, or similar practices. Competition laws may also 
prohibit discrimination in pricing, terms, and services among clients, exclusive 
dealing agreements whereby one party only does business with another 
party if they agree to deal with them exclusively, tying arrangements where a 
client is required, as a condition of purchasing one product, also to purchase 
a second, distinct product, and “predatory pricing” where a company offers 
a sales price below a product’s cost to drive competitors out of the market.  
You must refrain from any activity associated with price fixing, bid rigging, 
and other anti-competitive actions. You should inform the Legal, Risk & 
Compliance team immediately of possible violations of fair competition 
practices of which you become aware.

https://www.s-rminform.com/
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5.3 Bribery and Corruption
We have a zero-tolerance policy towards bribery and corruption and have 
in place strict controls to prevent the occurrence of bribery or corruption 
within our business. We comply with all applicable anti-corruption laws 
and regulations and ensure that business activity is conducted in a fair 
and transparent manner. The S-RM Anti-bribery and Corruption Policy is 
available on the Company’s intranet and includes guidance on the receiving 
and giving of gifts and hospitality and in relation to managing potential risks 
associated with tax evasion.  We also require all employees to complete anti-
bribery and corruption training.

5.4 Gifts and Hospitality
Offering or accepting gifts or entertainment may be appropriate and 
permissible as part of the normal business process to the extent it does 
not influence or appear to influence business decisions. We must never 
accept gifts or other benefits if our business judgment or decisions could 
be affected. Offering or accepting any gift or entertainment must be in 
compliance with applicable laws and regulations, this Code and Company 
policies.  Please refer to the guidance on the giving of Gifts and Hospitality in 
the S-RM Anti-bribery and Corruption Policy for more information.

5.5 Anti-money Laundering
Money laundering is the process of disguising the proceeds of crime in 
order to hide its illegal origins or otherwise dealing with the proceeds of 
crime. Criminal proceeds include not only money, but all forms of assets, real 
estate, and intangible property that are derived from criminal activity. Money 
laundering is illegal and supports other criminal activities, including drug 
trafficking, terrorism, corruption, human rights violations and tax evasion. 
Tax evasion is an illegal practice where a person or entity evades paying their 
actual tax liability. S-RM complies with all applicable anti-money laundering 
laws. We do not tolerate the facilitation of tax evasion by persons who act for 
or on behalf of S-RM. You each have a duty to act diligently to prevent our 

services from being used to further money laundering and terrorist financing. 
You must know and understand the clients you are dealing with and obtain 
the necessary information and undertake KYC (know your customer) checks to 
verify the identity of each client. We only conduct business with clients willing 
to provide us with information regarding their true identity and ownership 
structure. We avoid the transfer of funds to or from entities or countries not 
related to a transaction, for example, we cannot accept payment from third 
parties.  You are reminded to be attentive to unusual payments, invoicing, 
and banking arrangements as well as unusual tax status of suppliers. You 
must be vigilant of any suspicious activity and immediately report any 
concerns to the Finance and Legal, Risk & Compliance teams.

5.6 Fraudulent Behaviour  
S-RM adheres to all relevant laws and regulations in relation to the 
prevention of fraud and has a zero-tolerance approach to fraudulent 
behaviour including but not limited to false representation, failure to disclose, 
abuse of position, false accounting, false statements by company directors 
and obtaining services dishonestly. Engaging is such activity is unlawful and 
a breach of the Code and our core values. We assess our level of risk on an 
annual basis and ensure reasonable fraud prevention procedures are in place 
to prevent fraud being committed by our Associated Persons.  We expect all 
employees and third parties we work with to take reasonable steps to prevent, 
identify and report suspected or known instances to the Legal, Risk and 
Compliance team or via our confidential hotline. See the Prevention of Fraud 
Policy for more information. 

5.7 Whistleblowing
S-RM is committed to maintaining high standards of integrity and 
accountability in all areas of its business. All employees should feel able to 
raise concerns about unethical behaviour, illegal activities or violations of this 
Code or any company policy. Employees can report suspicions or incidents 
via a confidential whistleblowing hotline that enables employees to submit 
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reports directly to the company; anonymously if they wish to do so. Through 
this channel, employees can communicate with a dedicated representative 
from the HR, Legal or Risk and Compliance teams, depending on the specific 
nature and classification of the report who will ensure that the report is 
handled effectively and sensitively. The hotline is available on S-RM’s intranet 
home page or alternatively you can access here (https://s-rm.integrityline.
com/). See the S-RM Whistleblowing Policy for more information.

5.8 Trade Sanctions
We have implemented strict processes to ensure that we comply with 
all applicable economic and trade sanctions imposed against countries, 
governments, individuals, and entities specified by the competent authorities 
in the jurisdictions where we conduct business. We will not deal, directly or 
indirectly, with any person, entity, or group subject to antiterrorism measures 
or whom we believe or have reason to believe is involved in the financing of 
terrorist activities. We expect all employees  and subcontractors to comply at 
all times with the processes that we have put in place to manage sanctions 
related risk and to comply with any other sanctions or trade restrictions that 
apply to you individually within your country of residence or operations. You 
should seek advice immediately from the Legal team if asked to deal with 
a sanctioned party, market or country. Please refer to the S-RM Sanctions 
Policy for further guidance. 

5.9 Client and Engagement Intake
We recognise that some clients, particularly those in controversial industries 
or in certain jurisdictions, may present specific risks for the Company. We have 
in place a process for identifying and reviewing clients and engagements to 
ensure that S-RM’s provision of services and client base is consistent with 
our internal ethics and core values including but not limited to the principles 
of the Code. Risk triggers are set out in our Risk Management Procedure 
and include but are not limited to engaging with new governments and any 

engagement involving a regulator.  

5.10 Quality Management System
S-RM is committed to maintaining the highest standards of quality in all our 
processes, products, and services. As part of this commitment, we adhere 
and certify to the principles and requirements set out in ISO 9001:2015, the 
internationally recognised standard for quality management systems (QMS). 
Compliance with ISO 9001 ensures that we consistently deliver products and 
services that meet customer and regulatory requirements, while also striving 
for continuous improvement as per our core values.

5.11 Third Party Management
We work with a range of third parties, including subcontractors, consultants, 
vendors, and suppliers in the course of business. Before engaging with any 
third party, you must follow our internal procedures to ensure the relevant risk 
assessment and due diligence has been completed. Any suppliers or vendors 
having access to confidential information must complete an information 
security assessment and be approved by our Information Security Team. All 
third parties must be onboarded in accordance with the S-RM Subcontractor 
Onboarding Procedure and the S-RM Supplier Onboarding Procedure 
which includes stringent vetting that is completed during initial onboarding. 
Our standard Subcontractor Agreement contains robust provisions 
addressing confidentiality, conflicts and standard of services and requires the 
subcontractor to comply with all applicable laws, including applicable anti-
corruption and modern slavery laws, and with this Code. If you are engaging a 
third party, you are responsible for ensuring that the third party understands 
our core values and the Code and conducts themselves in accordance with its 
principles at all times whilst working for us. Any concerns relating to any third 
parties working for us should be immediately raised with your manager and 
the Legal, Risk & Compliance team.
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5.12 Slavery, Human Trafficking and Child Labour
We are committed to upholding human rights in all our operations, and 
we oppose the use of modern slavery in all forms. Various laws prohibit 
trafficking in persons, including trafficking-related activities. S-RM has a 
zero-tolerance policy for participating in or benefitting from any form of 
human trafficking or modern slavery, forced or involuntary labour, or child 
labour under any circumstances. We comply with all applicable laws and 
regulations relating to minimum wage, working hours, overtime pay, and age 
of our employees. Furthermore, we will not do business with any third parties 
or suppliers who do not operate in compliance with human rights laws. You 
must immediately report any human rights violations observed within S-RM 
or committed by our suppliers or third parties. See the S-RM Modern Slavery 
Statement for more information.

6. Company assets and information

6.1 Intellectual Property
Intellectual property rights in S-RM’s proprietary tools and platforms and in 
the services and deliverables we provide are a critical asset of the business. 
Unauthorised use can lead to their impairment or serious loss of value. You 
are required to protect and preserve all Company’s intellectual property and 
take all steps required to ensure that all such rights vest in the Company. 
All employees are also required to ensure they do not infringe any third-
party intellectual property rights, including laws governing the fair use of 
copyrights, trademarks, brands, and licensing agreements. Any suspected 
misuse of trademarks, logos, or other intellectual property should be 
immediately reported to Legal or the Risk & Compliance team.  Please also 
refer to the Intellectual Property Rights Policy available on the Company’s 
intranet.

6.2 Assets
The Company requires all employees to protect its assets. Assets include 
facilities, equipment, computers and information systems, telephones, 
employee time, confidential and proprietary information, corporate 
opportunities and Company funds. All assets should be used for legitimate 
purposes, efficiently, and for Company business only. Please also refer to the 
Acceptable Use Policy for additional guidance on acceptable use. Suspected 
incidents of fraud, theft, negligence, and waste should be reported to the 
Legal, Risk and Compliance team. 

6.3 Confidential Information 
Due to the nature of our business, confidentiality and security of 
confidential information is of paramount importance and all employees and 
subcontractors are subject to legal and contractual duties to keep confidential 
all S-RM and client information and to protect it against unauthorised loss, 
access, or disclosure.

You may only access confidential information when access is both 
authorised and necessary for the performance of job duties and must 
not disclose confidential information to any person who does not have 
permission to receive it. You should only share confidential information with 
other S-RM employees where there is a legitimate business reason to do 
so and must not disclose confidential information outside of the Company, 
except where authorised in writing to do so by the Company or client or such 
disclosure is essential to the performance of job duties. Where disclosure 
is permitted, a non-disclosure, confidentiality or other agreement may be 
required prior to such disclosure. You must only use approved Company 
systems to store, manage, and transmit confidential information. Your 
confidentiality obligations survive termination of your employment or 
engagement indefinitely. You must not disclose confidential information 
to a new employer, and you may not disclose your previous employer’s 
confidential information to us. 
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6.4 Material Non-Public Information
In the conduct of normal business, you may become aware of or come into 
possession of information that is not in the public domain and which, if 
released into the public domain, might have a significant impact on the price 
of tradeable securities. These securities are typically those issued by either 
subjects of S-RM work or S-RM’s clients but may also relate to other issuers. 
The misuse of this material non-public information (MNPI) is a criminal 
offence in all of the jurisdictions in which S-RM employees are located. Risks 
exist for (i) individual employees, should they wittingly or unwittingly trade 
on the basis of MNPI for their own or someone else’s account, or induce 
someone else to trade on the basis of the same; (ii) for S-RM, should the 
Company, its employees or processes be implicated in the mishandling of 
MNPI; (iii) for S-RM’s clients should they receive MNPI from S-RM, since this 
may, for example, compromise their own internal investment or commercial 
business processes; (iv) S-RM’s subcontractors, should they be placed in a 
situation where in the course of conducting work for S-RM they have come 
into possession of and/or act – knowingly or unknowingly - on MNPI.

You are required to complete training annually in order to (i) be equipped 
to identify MNPI, (ii) be aware of the risks of misusing MNPI and how to 
mitigate them, (iii) understand escalation procedures in the event of coming 
into possession of MNPI or being uncertain about whether or not something 
may be MNPI, (iv) understand, agree, and adhere to the firm’s policies around 
the ownership and trading of securities in situations relating to MNPI.  

6.5 Data Protection and  InformationSecurity
In the normal course of our business, we collect personal data about 
individuals, including employees, clients, suppliers, and other persons 
with whom we or our clients do business. The Company is committed to 
complying with applicable data protection and privacy laws in all jurisdictions 
in which we operate. We have in place the following policies which govern 
our compliance with applicable data protection and privacy laws:  S-RM Data 

Protection Policy, S-RM Data Retention Policy, S-RM Data Classification 
Policy, and S-RM Data Subject Access Requests Procedure. We routinely 
update the S-RM Privacy Policy to detail how we process personal data and 
the lawful basis on which we rely.

We have appointed a Data Protection Officer to oversee our data 
protection compliance. We have a documented S-RM Information 
Security Policy in place to ensure that information is protected from loss 
of confidentiality, integrity, and availability. We have a dedicated in-house 
Information Security team in place who deploy and manage technical and 
organisational controls and testing to mitigate against cyber risk. We certify 
to internationally recognised information security framework ISO 27001 to 
ensure we are continually improving by an independent body. We require 
you (and subcontractors with access to S-RM systems including email) to 
complete information security training and adhere to all information security 
policies. You should familiarise yourselves with all information security related 
policies available on the Company’s intranet. 

All employees are required to promptly report any actual or suspected 
information security incidents to the in-house Information Security and 
Technology team. Employees must not attempt to conceal, ignore or 
independently investigate any security incidents.

6.6 Artificial Intelligence
We recognise the potential of AI and generative AI technologies to create 
efficiencies and improve our services offering as well as internally  but we are 
cognisant of the inherent risks arising out of these  emerging technologies,  
such as the risk of inaccurate, discriminative or biased data outputs, 
infringement of copyright and/or other intellectual property rights, disclosure 
of confidential information, proprietary company information and, data 
privacy risks . All employees should familiarise themselves with the S-RM 
Generative AI Policy which provides guidance on allowed uses, handling 
restricted data, and verifying AI-generated output. 
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6.7 Records
S-RM is committed to maintaining records needed to meet our legal, 
regulatory, tax and accounting obligations and to deleting records when no 
longer required, in compliance with all applicable laws.  You must follow the 
S-RM Data Classification and Data Retention Policies. If you become aware 
of actual or potential claim, litigation or government investigation, you should 
immediately contact the Legal team. You must retain and preserve all records 
from destruction that may be relevant to the matter until you are advised how 
to proceed by the Legal team. 

6.8 Use of Information and Communication Systems
All employees and subcontractors must comply with the S-RM Acceptable 
Use Policy when using any company communication systems.

6.9 External Communications
You are not permitted to make any statements to the press or to accept any 
public speaking engagements without prior approval from the Marketing 
team. Whilst we encourage you to promote the Company on social media 
such as LinkedIn, you should ensure that any external communications 
(including online and social media posts) are appropriate and well judged, 
do not disclose confidential proprietary information, and do not give 
the impression that you are speaking on behalf of the Company unless 
authorised to do so. Please refer to the S-RM Media Engagement Policy and 
S-RM Social Media Guidelines available on the Company’s intranet.

6.10 Charitable Donations and Volunteering
S-RM’s Corporate Social Responsibility (CSR) agenda is guided by S-RM’s 
core values. We aim to unite colleagues in ‘giving back’ and making positive 
environmental and social impacts through their work. These efforts are 
overseen by S-RM’s local CSR Committees and a member of the Executive 
Committee. As part of this, we periodically make donations to appropriate 
approved charities and causes (all donations must be approved by the 
responsible Executive Committee member). We also give all employees 

one day of paid leave each year to participate in a volunteering initiative, which 
is approved by the relevant line manager and recorded on our human resource 
system. For further information on our CSR programme, please refer to the S-RM 
Corporate Social Responsibility Principles and S-RM Employee Volunteering 
Policy, both of which can be found on the CSR area of the Company’s intranet. 

6.11 Environmental, Social and Governance 
We recognise the vital role that businesses play in advancing sustainability and 
protecting the environment, and we are committed to continual improvement 
in both areas. We adhere to, and are certified against, ISO 14001:2015, the 
internationally recognised standard for environmental management systems (EMS).

To demonstrate our commitment more widely, we are embedding 
environmental, social and governance (ESG) principles across S-RM’s operations to 
support the long-term sustainability of our business. As part of this commitment, 
we participate in the United Nations Global Compact, which provides a policy 
framework to help companies operate responsibly and align their strategies and 
activities with its Ten Principles covering human rights, labour, the environment and 
anti-corruption.

We will report on our progress against these commitments both internally and 
externally. Further information is available here: https://unglobalcompact.org/what-
is-gc/participants/162687-S-RM-Intelligence-and-Risk-Consulting-Ltd.

7. Your responsibilities

7.1 You must ensure that you read, understand and comply with the Code. 
7.2 You must also:

•	 Notify your manager or the Legal, Risk & Compliance team as soon as possible 
if you believe or suspect that a breach of the Code has occurred or may occur 
in the future;

•	 Co-operate with any investigation that S-RM undertakes; 
•	 Understand and comply with specific laws and regulations that apply to your 

specific role; and 
•	 Complete any mandatory associated training that is offered to you.

https://www.s-rminform.com/
https://unglobalcompact.org/what-is-gc/participants/162687-S-RM-Intelligence-and-Risk-Consulting-Ltd
https://unglobalcompact.org/what-is-gc/participants/162687-S-RM-Intelligence-and-Risk-Consulting-Ltd
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8. Non-retaliation

S-RM strictly prohibits retaliation against any person for making a good faith report 
of suspected misconduct, raising concerns, asking questions about the Code, or 
cooperating in an investigation. If you report a suspected breach and it turns out 
that a breach has not occurred, you will not be penalised for reporting in good faith 
if you came forward with information you believed to be true. Retaliation is a serious 
contravention of the Code and anyone engaging in acts of retaliation will be subject 
to disciplinary action. Anyone making a report in bad faith may also be subject to 
disciplinary action.

9. Consequences of failure to comply

Disciplinary action, up to and including termination and/or legal proceedings, may 
result from any failure to comply with the Code, applicable laws, rules or regulations 
and any other S-RM policy or procedure.

10. Process for review

10.1 The Code will be reviewed annually or as required following any legislative 
changes that might impact on it, any changes to other associated internal policies, 
processes or procedures or any breach or other incident relating to the issues 
addressed in the Code.

Code version Date of revision and 
publication

Name of person 
responsible for revisions

Version 2 14/01/2026 Rhianna Freeman (Risk and 
Compliance Manager)

https://www.s-rminform.com/
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S-RM is a global intelligence 
and cyber security consultancy
We support our clients by providing intelligence that informs critical decision-
making and strategies, from investments and partnerships through to disputes; 
by helping organisations build resilience to cyber security threats; and by 
responding to cyber attacks and organisational crises.

For more information 

Visit our website at  www.s-rminform.com
Email us at hello@s-rminform.com 

C O N N E C T  W I T H  U S  O N  S O C I A L  M E D I A
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